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Abstract of the contribution: this paper gives a solution on how to select the Uu/PC5 communication interface for V2X messages.  
1
Introduction
Different V2X application messages need to be transferred always over the Uu interface, or always over the PC5 interface, or over both of them (at different times or the same time), depending on the type of V2X message and the QoS requirement of V2X message, e.g.:

-
V2N type messages need to be transferred always via the Uu interface.
-
For V2V and V2I type messages, some may be transferred via the PC5 interface only due to the requirement of low latency; some are allowed to be transferred via Uu interface to the App Server firstly and then broadcasted to other UEs by App Server; finally, some others may require transferring the duplicated packets over both PC5 and Uu interfaces in URLLC cases. 

This paper clarifies

-
how the selection of interfaces should limited by the application in use;

-
which interface to select in case both Uu and PC5 are available and the application allows to use both of them. 
2
Analysis
Clause 6.1.2 of TS 24.386 implies that the V2X application layer selects the PC5/Uu interface for the V2X message:

6.1.2
Transmission of V2X communication over PC5

6.1.2.1
Initiation

The upper layers can request the UE to send a V2X message of a V2X service identified by a V2X service identifier using V2X communication over PC5. The request from the upper layers includes:

a)
the V2X message;

b)
the V2X service identifier of the V2X service for the V2X message;

c)
the type of data in the V2X message (IP or non-IP);

d)
if the V2X message contains non-IP data, the V2X message family (see subclause 7.1) of data in the V2X message; 

e)
the V2X message priority; and

f)
optionally the ProSe Per-Packet Reliability (PPPR).

But there may be some cases where the selection of the interface by the application layer is not that efficient:

· If a unified QoS model is applied for PC5 and Uu, the Application layer does not have to pass PPPP/PPPR to the V2X layer. As a result, it means that the formats of V2X message from APP layer are same for Uu and PC5, so the V2X layer needs to select the PC5/Uu for the V2X message.  

· The application layer may not be aware of the communication capability and condition of AS layer, which may lead to the failure of V2X message transmission. 

· The RAN may want to dynamically adjust the radio resources of PC5/Uu for V2X usage, which contradicts to the Application layer selection method. 
· Especially, PC5 radio conditions may change due to vehicles’ density, road environment, etc.
Proposal 1: Consequently, it is proposed that the V2X layer selects the PC5/Uu interface for the V2X messages.
The PCF may determine the PC5/Uu interface for the V2X Service ID mainly based on the Operator Policy and V2X service characteristics/requirement (e.g. Media Type; Media Format; interface preference and Bandwidth) from the V2X AS. The Mapping between V2X Service ID and PC5/Uu may be updated by the PCF.

In case the V2X Service ID is mapped to either Uu or PC5, a priority is additionally included for selecting the Uu/PC5 interface. For example, the Uu interface may have a higher priority than the PC5 interface, so if a given UE is in coverage and the Uu can provide the required service quality of V2X message, then Uu is selected; otherwise if the same UE is out of coverage, or if the UE is in coverage but Uu cannot provide the required service quality of V2X message, then PC5 is selected. 

If the V2X Service ID is mapped to both Uu and PC5 (e.g., for URLLC cases), the V2X message is duplicated over both PC5 and Uu interfaces.
Proposal 2: Mapping information between V2X Service ID and PC5/Uu interfaces should be indicated by the PCF to the V2X layer. If, at a given time, the V2X service is supposed to use a single interface, then a per-interface priority indication is included. 
4
Text Proposal
It is suggested to include the new PC5&Uu interface selection mechanism into TR 23.786.
******************* Beginning of Changes *******************
6.3
Solution #3: Service Authorization and Provisioning to UE for eV2X communications over PC5 and NG-Uu reference points
6.3.1
Functional Description
This solution addresses Key Issue #5 and Key Issue #11.
This solution applies to the architecture option Alternative#1 in Annex A.
In 5GS, the service authorization parameters for V2X PC5 and V2X NG-Uu communication can be made available in the UE in different ways, i.e.

-
pre-configured in the ME, or

-
configured in the UICC, or
-
preconfigured in the ME and configured in the UICC, or

-
provided/updated by the V2X AS via PCF, or
-
provided/updated by the PCF to the UE

When the service authorization parameters for V2X PC5 and NG-Uu communication are provided by the PCF, the existing procedures will be used:

-
When the UE performs initial Registration as defined in clause 4.2.2 "Registration Management procedures" in TS 23.502 [9], the PCF provisions the eV2X PC5 and eV2X NG-Uu service authorization parameters to the UE using procedures as defined clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy delivery" in TS 23.502 [9] and clause 6.1.2 "Non-session management related policy control" in TS 23.503 [10].
-
During mobility, e.g. UE moves from one PLMN to another PLMN, the UE performs Registration and the PCF may update the UE with new service authorization parameters for the new PLMN.
-
When there is a subscription change in the list of PLMNs where the UE is authorized to perform V2X communication service over PC5 and/or NG-Uu reference point, the PCF may need to update the policy/parameters to the UE. If the serving PLMN is removed from the list when the UE is authorized to perform V2X communication service over PC5 and/or NG-Uu, it means the service authorization is revoked in the UE.

-
When the user is roaming, the subscription change resulting in updates of V2X policy/parameters will be transferred by H-PCF via V-PCF.

-
If the V2X configuration parameters is located in a database external to the UDR the V2X configuration parameters will be transferred to the PCF via the AF (i.e. the external database interacts like a 3rd Party AS).

NOTE 1:
Update of provisioning information directly to the UE (i.e. V1 reference point) is available in this option as well.

NOTE 2:
The UE provisioning is controlled by the PCF and in this solution no UE triggered provisioning update is needed. If the UE, due to a failure case or of some other reason, see a need to update the provisioning, the UE has to perform initial registration in the network. The solution assumes this registration trigger is very rare occurrence since the UE can be kept up to date by the PCF if any change in configuration is to occur. If UE triggered policy provisioning is adopted in general (see clause 6.3.2a), then such procedure can be also applied for V2X policy update from the UE.

NOTE 3:
Deployment of PCF for the purposes of supporting UE policies via AMF does not depend on deployment of PCF for Session based PCC.
Besides the service authorization parameters for V2X NG-PC5 and NG-Uu communication that are similar to Rel-14, some additional service authorization parameters are needed:
-
Interface selection info: Mapping between V2X Service ID and PC5/Uu. The application layer only passes the V2X message payload and the V2X Service ID to the V2X layer, where the PC5/Uu is selected for the V2X message based on the "Mapping between V2X Service ID and PC5/Uu". If the V2X Service ID is mapped to either Uu or PC5, a priority is additionally included for selecting the Uu/PC5 interface. If the V2X Service ID is mapped to both Uu and PC5, the V2X message may be duplicated over both interfaces, e.g. for URLLC cases. The Interface selection info may be updated by the PCF. 
6.3.2
Procedures

Procedure for UE policy update can be reused:

-
Clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy delivery" in TS 23.502 [9].

-
Clause 6.1.2 "Non-session management related policy control" in TS 23.503 [10].

6.3.2a
Option of UE triggered V2X Policy provisioning procedure

The procedure is initiated when the UE determines the V2X Policy is outdated (e.g. the validity timer for the eV2X communication policy/parameter expires). This procedure, if agreed to be adopted for general UE triggered policy provisioning then it can also be applied for V2X.
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3. UE Policy delivery procedure defined in clause 4.2.4.3 of 23.502
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Figure 6.3.2a-1: UE triggered V2X Policy provisioning procedure
1.
UE sends UE Policy provisioning request including UE Policy container (Indication of V2X Policy provisioning request) to AMF.

2.
The AMF sends Npcf_UEPolicyControl_Update request to the PCF to establish an AM policy control association with the PCF included the UE Policy container received from UE.

3.
The UE Policy delivery procedure defined in clause 4.2.4.3 of TS 23.502 [9] is triggered.

NOTE:
Steps 2 and 3 reuse existing messages.
6.3.3
Impact on existing entities and interfaces
Impacts on existing entities, interfaces and procedures are limited to adding new policies/parameters, no new functionality is introduced. Below are the impacted entities and interfaces listed:

-
UDR for subscription change in the list of PLMNs where the UE is authorized to perform V2X communication service over PC5 reference point
-
PCF handles service authorization parameters for V2X PC5 and V2X NG-Uu communication.

-
UE handles the policy/parameters for service authorization using existing 5GC procedures with supporting UE triggered V2X Policy provisioning procedure if available.

-
AMF transferring the policy/parameters to the UE using existing procedures.

-
Impacted interfaces: N1, N8, N15, N24.

To perform the UE provisioning the user plane set-up is not needed.

6.3.4
Topics for further study

None is identified.
6.3.5
Conclusions
TBD
******************* End of Changes *******************
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